Фишинг — один из самых распространённых видов киберпреступлений, направленных на мошенничество с целью кражи личных данных пользователей.   
  
Злоумышленники используют различные методы, чтобы обмануть жертву и заставить её раскрыть конфиденциальную информацию, такую как пароли, номера кредитных карт или данные учетных записей. Обычно фишинг осуществляется через электронную почту, сообщения в социальных сетях или поддельные веб-сайты, имитирующие известные сервисы.  
  
Как защитить себя в интернете? Рассказываем в карточках.